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[image: image2]SUPPORT WELCOMED [image: image3]By generous donation or $25 for two DVDs of the Cryptome 14-year archive from June 1996 to February 2010. The archive contains about 54,000 files (~8 GB) published on Cryptome.org and its related sites along with the companion site Cartome.org and US Army INSCOM Dossiers of about 24,000 pages.The DVDs will be sent anywhere worldwide without extra cost. Click Paypal or mail check/MO made out to John Young, 251 West 89th Street, New York, NY 10024.
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Subject: DN: www.cryptome.org; Registrar: Network Solutions; Host: Network Solutions - Demand for Immediate Take Down - Notice of Infringing Activity - MS Ref. 304277
Date: Thu, 25 Feb 2010 12:22:59 -0500
From: "DMCA" <DMCA[at]networksolutions.com>
To: "John Young" <jya[at]pipeline.com> 

We would like to notify you that Microsoft has contacted us regarding www.cryptome.org. Microsoft has withdrawn their DMCA complaint. As a result www.cryptome.org has been reactivated and this matter has been closed. Please allow time for the reactivation to propagate throughout the various servers around the world. 

Linda L. Larsen, Designated Agent
Network Solutions, LLC
Telephone: 703.668.5615
Facsimile: 703.668.5959
Email: dmca[at]networksolutions.com 

_________ 

Subject: DN: www.cryptome.org; Registrar: Network Solutions; Host: Network Solutions - Demand for Immediate Take Down - Notice of Infringing Activity - MS Ref. 304277
Date: Thu, 25 Feb 2010 13:09 -0500
To: "DMCA" <DMCA[at]networksolutions.com>
From: "John Young" <jya[at]pipeline.com> 

Dear Ms. Larsen, 

You may know we are publishing our email exchanges to help readers understand the process. Could you describe means by which Microsoft withdrew their DMCA complaint? 

Regards, 

John Young 

__________ 

Subject: RE: DN: www.cryptome.org; Registrar: Network Solutions; Host: Network Solutions - Demand for Immediate Take Down - Notice of Infringing Activity - MS Ref. 304277
Date: Thu, 25 Feb 2010 13:24:52 -0500
From: "DMCA" <DMCA[at]networksolutions.com>
To: "John Young" <jya[at]pipeline.com> 

We received an email from Microsoft’s counsel withdrawing the complaint. Accordingly, we restored access and notified you of our action. 

If you have any questions, please feel free to call me. 

Linda L. Larsen, Designated Agent
Network Solutions, LLC
Telephone: 703.668.5615
Facsimile: 703.668.5959
Email: dmca[at]networksolutions.com 

__________ 

Subject: RE: DN: www.cryptome.org; Registrar: Network Solutions; Host: Network Solutions - Demand for Immediate Take Down - Notice of Infringing Activity - MS Ref. 304277
Date: Thu, 25 Feb 2010 13:42 -0500
To: "DMCA" <DMCA[at]networksolutions.com>
From: "John Young" <jya[at]pipeline.com> 

Could we get a copy of the Microsoft email? For the public record. 

Thanks, John 

__________ 

Subject: DN: www.cryptome.org; Registrar: Network Solutions; Host: Network Solutions - Demand for Immediate Take Down - Notice of Infringing Activity - MS Ref. 304277
Date: Thu, 25 Feb 2010 14:09:47 -0500
From: "DMCA" <DMCA[at]networksolutions.com>
To: "John Young" <jya[at]pipeline.com> 

Mr. Young, 

Pursuant to your request, attached please find the email correspondence containing Microsoft’s withdrawal of its “takedown request”. 

Respectfully, 

Linda L. Larsen, Designated Agent
Network Solutions, LLC
Telephone: 703.668.5615
Facsimile: 703.668.5959
Email: dmca[at]networksolutions.com 

__________ 

X-MimeOLE: Produced By Microsoft Exchange V6.5
Received: from opsmail.prod.netsol.com ([10.221.32.60]) by nsiva-exchange4.CORPIT.NSI.NET with Microsoft SMTPSVC(6.0.3790.3959); Wed, 24 Feb 2010 22:47:25 -0500
MIME-Version: 1.0
Content-Type: multipart/alternative;
boundary="----_=_NextPart_003_01CAB5CD.3E340480"
Received: from corpcm3 (corpcm3.mgt.netsol.com [10.221.32.102]) by opsmail.prod.netsol.com (8.12.10/8.12.10) with ESMTP id o1P3lOsM023759 for <dmca[at]networksolutions.com>; Wed, 24 Feb 2010 22:47:24 -0500 (EST)
Received: from [10.253.64.77] ([10.253.64.77:43581] helo=networksolutions.com) by corpcm3 (envelope-from <ecox[at]cov.com>) (ecelerity 2.2.2.41 r(31179/31189)) with ESMTP id E2/39-15380-3C2F58B4; Wed, 24 Feb 2010 22:47:15 -0500
Received: (qmail 23471 invoked from network); 25 Feb 2010 03:45:41 -0000
Received: from dchost2.cov.com (HELO CBIEXI02DC.cov.com) (216.200.93.137) by tip2.lb.netsol.com with SMTP; 25 Feb 2010 03:45:41 -0000
Received: from cbiexm02sf.cov.com ([172.16.160.88]) by CBIEXI02DC.cov.com with Microsoft SMTPSVC(6.0.3790.3959); Wed, 24 Feb 2010 22:46:57 -0500
Content-class: urn:content-classes:message
Subject: Re: Ticket Number 1-452132847
Date: Wed, 24 Feb 2010 22:46:56 -0500
Message-ID: <54F83DC1AC2D7443AA904FFD32E2DAA40877B437[at]cbiexm02sf.cov.com>
X-MS-Has-Attach: 
X-MS-TNEF-Correlator: 
Thread-Topic: Re: Ticket Number 1-452132847
Thread-Index: Acq06IFo420gHHQPThWg1v/l3yM7TAAAjYcAAABtzJAAABl6EAAAmcd6ADcZlUA=
From: "Cox, Evan" <ecox[at]cov.com>
To: "DMCA" <dmca[at]networksolutions.com>
Cc: "internet4[at]microsoft-antipiracy.com" <IMCEAMAILTO-internet4+40microsoft-antipiracy+2Ecom[at]cov.com> 

Dear Ms. Larsen: 

I am outside counsel to Microsoft Corporation. I am writing to confirm my telephone message left with your nighttime operator at 7:45 PST this evening to withdraw Microsoft's takedown request with respect to the file available at
  http://cryptome.org/isp-spy/microsoft-spy.zip  
which is the subject of the correspondence below. 

While Microsoft has a good faith belief that the distribution of the file that was made available at that address infringes Microsoft's copyrights, it was not Microsoft's intention that the takedown request result in the disablement of web acess to the entire cryptome.org website on which the file was made available. 

Accordingly, on behalf of Microsoft, I am hereby withdrawing the takedown request and asking that Network Solutions restore internet access to http: cryptome.org as soon as possible. 

I can be reached at 415-640-5145 if you wish to discuss this request. 

Sincerely, 

Evan Cox
Counsel to Microsoft Corporation 



Restored
microsoft-spy.zip     Microsoft Global Criminal Spy Guide              February 20, 2010 (1.6MB)

Microsoft Global Criminal Spy Guide Mirrors
http://jya.com/microsoft-spy.zip
http://eyeball-series.org/microsoft-spy.zip
http://cryptome.net/microsoft-spy.zip
http://www.wired.com/threatlevel/2010/02/microsoft-cryptome/
http://file.wikileaks.org/files/microsoft-spy.pdf
http://downtr.net/find/microsoft-spy+zip.html
http://cyberlaw.org.uk/wp-content/uploads/2010/02/microsoft-spy.pdf
Lawful Spy Guides
paypal-spy.zip (ok)   PayPal Spying Guide                              February 25, 2010 (932KB)

myspace-spy.pdf (ok)  MySpace Spying Guide                             February 25, 2010
comcast-spy.pdf (ok)  Comcast Spying Guide                             February 25, 2010
microsoft-spy.zip(ok) Microsoft Global Criminal Spy Guide              February 20, 2010 (1.6MB)

facebook-spy.pdf      Facebook Lawful Spying Guide                     February 20, 2010
aol-spy.pdf           AOL Lawful Spying Guide                          February 20, 2010
skype-spy.pdf         Skype Lawful Spying Guide                        February 20, 2010
cox-spy.pdf           Cox Communications Lawful Spying Guide           February 20, 2010
ning-spy.pdf          Ning Lawful Spying Guide                         February 20, 2010
myyearbook-spy.pdf    myYearbook Lawful Spying Guide                   February 20, 2010
stickam-spy.pdf       Stickam Lawful Spying Guide                      February 20, 2010
usps-spy.pdf          US Postal Service Mail Spy Request 1             February 20, 2010
usps-spy2.pdf (ok)    US Postal Service Mail Spy Request 2             February 20, 2010
yahoo-preserve.pdf    Lawful Yahoo Records Preservation Letter         February 20, 2010
cisco-spy.pdf         Cisco Lawful Spying                              February 12, 2010
3gpp-spy.htm          3GPP Lawful Spying and Security                  February 11, 2010
microsoft-spy.htm     Microsoft Lawful Spying                          December 26, 2009
att-spy-doc-01.pdf    ATT Lawful Spying Document 1                     December 6, 2009
att-spy-doc-02.zip    ATT Lawful Spying Document 2                     December 6, 2009 (2.9MB)    

verizon-spy.pdf       Verizon Lawful Spying Guide                      December 6, 2009
sprint-spy2.pdf       Sprint CALEA Spying Delivery System              December 6, 2009
sprint-spy.zip        Sprint Lawful Spying Guide                       December 5, 2009 (600KB)

voicestream-spy.zip   Voicestream Lawful Spying Guide                  December 5, 2009 (626KB)

yahoo-cryptome.htm    Yahoo Cryptome Messages                          December 5, 2009
yahoo-demand.pdf      Yahoo Demands Takedown of Yahoo Spying Guide     December 2, 2009
yahoo-spy.pdf         Yahoo Lawful Spying Guide                        December 2, 2009
cox-spy.pdf           Cox Lawful Spying Guide                          December 2, 2009
sbc-ameritech-spy.pdf SBC-Ameritech Lawful Spying Guide                December 2, 2009
sbc-lea-spy.pdf       SBC Lawful Spying Guide                          December 2, 2009
ameritech-spy.pdf     Ameritech Lawful Spying Guide                    December 2, 2009
cingular-spy.pdf      Cingular Lawful Spying Guide                     December 2, 2009
cricket-spy.pdf       Cricket Lawful Spying Guide                      December 2, 2009
nextel-spy.pdf        Nextel Lawful Spying Guide                       December 2, 2009
pactel-spy.pdf        Pacific Telesis Lawful Spying Guide              December 2, 2009
gte-spy.pdf           GTE Lawful Spying Guide                          December 2, 2009


fincen022610.pdf      FINCEN Revises Bank Secrecy Regs                 February 25, 2010
paypal-spy.zip        PayPal Spying Guide                              February 25, 2010 (932KB)

myspace-spy.pdf       MySpace Spying Guide                             February 25, 2010
comcast-spy.pdf       Comcast Spying Guide                             February 25, 2010
haiti-mil-help.zip    Military Help to Haiti Report                    February 24, 2010 (3.7MB)

ms-spy-takedown.htm   Microsoft Demands Takedown of MS Spy Guide       February 23, 2010
usa-v-zazi.htm        USA v. Najibullah Zazi Update                    February 23, 2010
israel-police.htm     Israel Police Photos                             February 23, 2010
uscg-nmtta08.zip      Coast Guard National Maritime Threats 2008 FOUO  February 21, 2010 (1.6MB)

meryl-nass.htm        Microbiologist Meryl Nass on FBI Anthrax SNAFU   February 21, 2010
clsid-list-03.htm     CLSID Shit List No. 3                            February 21, 2010
afpak-dead.htm        Obama's Afpak Military Dead                      February 20, 2010
clsid-list-02.htm     CLSID Shit List No. 2                            February 20, 2010
microsoft-spy.zip(ok) Microsoft Global Criminal Spy Guide              February 20, 2010 (1.6MB)

clsid-list-01.htm     CLSID Shit List No. 1                            February 20, 2010
bbc-cryptome2.htm     BBC Radio Talks to Cryptome Update               February 20, 2010
facebook-spy.pdf      Facebook Lawful Spying Guide                     February 20, 2010
aol-spy.pdf           AOL Lawful Spying Guide                          February 20, 2010
skype-spy.pdf         Skype Lawful Spying Guide                        February 20, 2010
cox-spy.pdf           Cox Communications Lawful Spying Guide           February 20, 2010
ning-spy.pdf          Ning Lawful Spying Guide                         February 20, 2010
myyearbook-spy.pdf    myYearbook Lawful Spying Guide                   February 20, 2010
stickam-spy.pdf       Stickam Lawful Spying Guide                      February 20, 2010
usps-spy.pdf          US Postal Service Mail Spy Request 1             February 20, 2010
usps-spy2.pdf (ok)    US Postal Service Mail Spy Request 2             February 20, 2010
yahoo-preserve.pdf    Lawful Yahoo Records Preservation Letter         February 20, 2010
embeddedart.htm       Joe Stack Web Site Embeddedart Reconstruction    February 19, 2010
joe-stack.htm         Joe Stack Statement                              February 18, 2010
dhs-web-spy.htm       Coast Guard Sends a DHS-Wide Web-Spy Takedown    February 18, 2010
[More]
O f f s i t e 
KGB-Chair 30          Spy Lord: Confessions of the KGB Chairman 30     February 24, 2010
MUTC                  Defend the Homeland - Win the Peace              February 24, 2010
WDIM                  What Does It Mean: German Troops in US Homeland  February 24, 2010
Spy Watch             The People We Pay to Look Over Our Shoulders     February 23, 2010
NCTC Awry             National Counterterrorism Center SNAFU           February 23, 2010
KGB-Chair 29          Spy Lord: Confessions of the KGB Chairman 29     February 22, 2010
DoJ Squeak            DoJ Belated Answers on Electronic Surveillance   February 22, 2010
Dead Man Tale         Alexander Haig Named as Deep Throat              February 20, 2010
KGB-Chair 28          Spy Lord: Confessions of the KGB Chairman 28     February 19, 2010
Bot Crap              Zeus/Zbot Attack Takes 10 Minutes to Undo Here   February 18, 2010
[More]


Subject: DN: www.cryptome.org; Registrar: Network Solutions; Host: Network Solutions - Demand for Immediate Take Down - Notice of Infringing Activity - MS Ref. 304277
Date: Wed, 24 Feb 2010 13:44:38 -0500
From: "DMCA" <DMCA[at]networksolutions.com>
To: "Microsoft Anti Piracy Investigator #4" <internet4[at]microsoft-antipiracy.com>, <Internet1[at]microsoft-antipiracy.com>
Cc: "John Young" <jya[at]pipeline.com> 

February 24, 2010 

Mr. James Young, Internet Investigator
Microsoft Corporation
One Microsoft Way
Redmond, Washington 98052
USA 

Re: Claim of Copyright Infringement by www.cryptome.org 

Dear Mr. Young: 

Attached please find a Counter-Claim Notification received from John Young of www.cryptome.org on this date. We note that pursuant to the Digital Millennium Copyright Act (the “DMCA”) we will reactivate the Web site following the allotted time frame (not less than 10 and no more than 14 business days) unless we receive notice of litigation. 

Respectfully, 

Linda L. Larsen, Designated Agent
Network Solutions, LLC
Telephone: 703.668.5615
Facsimile: 703.668.5959
Email: dmca[at]networksolutions.com 



To; "DMCA" <DMCA[at]networksolutions.com>
Date: Wed, 24 Feb 2010 13:23 -0500
From: John Young <jya[at]pipeline.com>
Subject: Re: DN: www.cryptome.org; Registrar: Network Solutions; Host: Network Solutions - Demand for Immediate Take Down - Notice of Infringing Activity - MS Ref. 304277 

Dear Ms. Larsen, 

My Counter Notification is attached. 

Sincerely, 

John Young 

[image: image8.jpg]Fehruary 24, 2010 By email and fax to 703-668-5359

Linda L. Larsen, Designated Agent
Netwark Solutions, LLC

Telephone: 703 668 5615

Facsirmile: 703.668.5959

Ermail: drmca@networksalutions.com

Subject: DN: www.cryptorme org; Registrar: Network Solutions; Host. Netwnrk
Solutions - Derand for Immediate Take Down - Notice of Infringing Activity - MS
Ref. 304277

Dear Ms. Larsen,

In respanse to your ermail today | submit this Courter Notificatior

1. My signature helow,

2. The file at hitp: ffcryptorme orgfisp-spyimicrosoft-spy.zip has not been removed
because Microsoft has impraperly claimed copyright violatian for the file which
provides informatian that allows users of Micrasoft products to pratect their

privacy and personal data security against abuse of trust by Microsoft

3. Under penalty of perjury | have a good faith belief that the material should
remain available to the public an rmy website, Cryptome.arg

4.1 cansent ta the jurisiction of the Federal District Court in New Yark, NY, USA,
the location of my website operation, and | will accept service of pracess framthe
person wha pravided notification under subsectian (c)(1)(C) or an agent of such
person

Sincerely,

John Young
Cryptorme org

251 West 85t Street, 6E
New Yark, NY 10024
212-873-8700






Subject: DN: www.cryptome.org; Registrar: Network Solutions; Host: Network Solutions - Demand for Immediate Take Down - Notice of Infringing Activity - MS Ref. 304277
Date: Wed, 24 Feb 2010 12:54:41 -0500
From: "DMCA" <DMCA[at]networksolutions.com>
To: "John Young" <jya[at]pipeline.com> 

Thank you for responding to the Notice of Copyright Infringement. Please note that if you wish to challenge the claim of copyright infringement you will need to submit a Counter-Notification in accordance with the Digital Millennium Copyright Act (the “DMCA”). Specifically, you will need to comply with page 25, Section (3) Contents of a Counter Notification. I have attached a copy of the DMCA for your convenience. 

Also, I would like to make you aware that in accordance with the DMCA, upon receipt of a Counter-Notification from you, Network Solutions will disable your site for “not less than 10 days, nor more than 14 business days following receipt of the Counter Notification. During this time, the complaining party must initiate litigation. In the event that Network Solutions does not receive notice of litigation within the allotted time frame, your site will be reactivated. 

In the alternative, once you submit the Counter-Notification, you may remove the alleged infringing material during the 10-14 business day period to avoid disruption to your services unless we first receive notice of litigation from the complaining party. 

Respectfully, 

Linda L. Larsen, Designated Agent
Network Solutions, LLC
Telephone: 703.668.5615
Facsimile: 703.668.5959
Email: dmca[at]networksolutions.com 



Date: Tue, 23 Feb 2010 20:32:01 -0500
Subject: microsoft demands
From: Robert Quigley <robert[at]geekosystem.com>
To: jya[at]pipeline.com 

I'm the editor of Geekosystem.com, a site that covers technology and web culture. I recently read the letter you received from Network Solutions via Microsoft, and have looked over the Microsoft guide in question, and I was wondering if you've since heard anything about the situation. 

Has Cryptome ever been taken down, and have you ever had to switch hosting services? How often do you receive similar threats? (Yahoo being the obvious, recent example). What will you do if they take Cryptome down on the 25th, per the letter? Lastly, what aspects of the Microsoft guidebook that you published do you find most repugnant? 

I appreciate it, 

Robert Quigley
Editor, Geekosystem 

_____ 

Cryptome: 

Nothing heard since the Network Solutions notice which arrived about 5 PM today. 

Cryptome was booted in 2007 by Verio for reasons it would not disclose: 

http://cryptome.org/0001/cryptome-shut.htm 

The Yahoo threat is the most recent, but there were several while on Verio which it admirably resisted after hearing our side of the story(ies). That is described in the URL above. 

If booted by Network Solutions we will set up elsewhere, arrangements are always ready for that. 

Most repugnant in the MS guide was its improper use of copyright to conceal from its customer violations of trust toward its customers. Copyright law is not intended for confidentiality purposes, although firms try that to save legal fees. Copyright bluffs have become quite common, as the EFF initiative against such bluffs demonstrates. 

Second most repugnant is the craven way the programs are described to ease law enforcement grab of data. This information would also be equally useful to customers to protect themselves when Microsoft cannot due to its legal obligations under CALEA. 

There are other means to maintain confidentiality of legal obligations as lawyers well know. Claims of copyright violation is merely the cheapest and quickest way to coerce a service provider, no expensive lawyers needed. And it is a cheap and fast way to hide information from competitors as Yahoo intended with its false copyright claim. 

There are many firms with similar obligations to law enforcement who do not use copyright to hide the compliance process -- Cisco for one puts its compliance procedures online, as do others. 

We think all lawful spying arrangements should be made public, not necessary the legally-protected information under CALEA. Microsoft should join the others who openly describe the procedures, and just may do so if there is a public demand for it. 

We would like to aid that demand by publishing and refusing to take down the document which provides very important public benefits. 

Microsoft's lawful compliance guide is one of a dozen or so (below) we have published recently and only Microsoft and Yahoo have behaved like assholes -- probably because they are more afraid of the authorities than they are of customer wrath, having been burned repeatedly for not being sufficiently official ass-kissing. 

Quote me. 

Regards, 

John 

Lawful Spy Guides 

microsoft-spy.zip     Microsoft Global Criminal Spy Guide              February 20, 2010 (1.6MB)

facebook-spy.pdf      Facebook Lawful Spying Guide                     February 20, 2010
aol-spy.pdf           AOL Lawful Spying Guide                          February 20, 2010
skype-spy.pdf         Skype Lawful Spying Guide                        February 20, 2010
cox-spy.pdf           Cox Communications Lawful Spying Guide           February 20, 2010
ning-spy.pdf          Ning Lawful Spying Guide                         February 20, 2010
myyearbook-spy.pdf    myYearbook Lawful Spying Guide                   February 20, 2010
stickam-spy.pdf       Stickam Lawful Spying Guide                      February 20, 2010
usps-spy.pdf          US Postal Service Mail Spy Request 1             February 20, 2010
usps-spy2.pdf (ok)    US Postal Service Mail Spy Request 2             February 20, 2010
yahoo-preserve.pdf    Lawful Yahoo Records Preservation Letter         February 20, 2010
cisco-spy.pdf         Cisco Lawful Spying                              February 12, 2010
3gpp-spy.htm          3GPP Lawful Spying and Security                  February 11, 2010
microsoft-spy.htm     Microsoft Lawful Spying                          December 26, 2009
att-spy-doc-01.pdf    ATT Lawful Spying Document 1                     December 6, 2009
att-spy-doc-02.zip    ATT Lawful Spying Document 2                     December 6, 2009 (2.9MB)    

verizon-spy.pdf       Verizon Lawful Spying Guide                      December 6, 2009
sprint-spy2.pdf       Sprint CALEA Spying Delivery System              December 6, 2009
sprint-spy.zip        Sprint Lawful Spying Guide                       December 5, 2009 (600KB)

voicestream-spy.zip   Voicestream Lawful Spying Guide                  December 5, 2009 (626KB)

yahoo-cryptome.htm    Yahoo Cryptome Messages                          December 5, 2009
yahoo-demand.pdf      Yahoo Demands Takedown of Yahoo Spying Guide     December 2, 2009
yahoo-spy.pdf         Yahoo Lawful Spying Guide                        December 2, 2009
cox-spy.pdf           Cox Lawful Spying Guide                          December 2, 2009
sbc-ameritech-spy.pdf SBC-Ameritech Lawful Spying Guide                December 2, 2009
sbc-lea-spy.pdf       SBC Lawful Spying Guide                          December 2, 2009
ameritech-spy.pdf     Ameritech Lawful Spying Guide                    December 2, 2009
cingular-spy.pdf      Cingular Lawful Spying Guide                     December 2, 2009
cricket-spy.pdf       Cricket Lawful Spying Guide                      December 2, 2009
nextel-spy.pdf        Nextel Lawful Spying Guide                       December 2, 2009
pactel-spy.pdf        Pacific Telesis Lawful Spying Guide              December 2, 2009
gte-spy.pdf           GTE Lawful Spying Guide                          December 2, 2009


http://cryptome.org/0001/ms-spy-takedown.htm 

To; "DMCA" <DMCA[at]networksolutions.com>
Date: Tue, 23 Feb 2010 19:36 -0500
From: John Young <jya[at]pipeline.com>
Subject: Re: DN: www.cryptome.org; Registrar: Network Solutions; Host: Network Solutions - Demand for Immediate Take Down - Notice of Infringing Activity - MS Ref. 304277
cc: "Microsoft Anti Piracy Investigator #4" <internet4[at]microsoft-antipiracy.com> 

Dear Ms. Larsen, 

My counterclaim is that the Microsoft document provides important information for the public to understand how Microsoft violates the trust placed in it by customers to protect their privacy and confidentiality of personal data and usage of Microsoft products. 

Microsoft is improperly using copyright violation claim to conceal this violation of customer trust, a purpose not intended nor supported by copyright law. 

The document will not be removed. 

Sincerely, 

John Young
Cryptome.org 



http://www.socres.org/limitingknowledge/ 

Limiting Knowledge in a Democracy 

February 24-26, 2010, The New School, New York, NY 

There is no question that the free access to knowledge and information are the bedrock of all democratic societies, yet no democratic society can function without limits on what can be known, what ought to be kept confidential and what must remain secret. The tension among these competing ends is ever present and continuously raises questions about the legitimacy of limits. What limits are necessary to safe guard and protect a democratic polity? What limits undermine it? 

Of course, there is no need to be a student of history to know that the kinds and severity of limits wax and wane, over time. In fact it would appear that all stable democracies (the United States is a case in point) appear to place structural limits on limits; that is they appear to have a built-in capacity to ‘return’ from periods in which access to knowledge and information is severely limited—such as the period after World War II or after the McCarthy period in the U.S. to a more “normal” state. What processes account for this? How have whistleblowers and investigative journalists increased freedom of information and public accountability? What is it that explains why periods in which limits increase invariably seem to be followed, after some time, by a relaxation of limits and a return to some mid-point – between maximal and minimal limitations? 

The central question asked by this proposed conference is, where is America today with respect to the limits on our access to information, limits on what we can keep confidential and what the government and other institutions can keep secret? How can the public gain access to information and how do we decide what information is a citizen’s right to know? What information endangers individuals’ or the country’s wellbeing and safety? Are the ever-increasing number of technological innovations fundamentally transforming what we can know and what we cannot? What can remain confidential and what cannot? On the one hand, technology has aided access to information and knowledge to broader and broader communities, thus eroding limits, while on the other hand, technologies are increasingly used by governments, businesses, and other social institutions to monitor and interfere with what we can know and cannot know and what is private and what is not. 

The conference recognizes that it is not only governments which impose limits on knowledge and control the flows of information. Limits and accessibility to information also are affected by political manipulation of the scientific enterprise, by funding decisions, by research communities themselves which decide what to explore and what not to, by the government’s censorship (both explicit and implicit) of the media as well as the media’s own role in controlling or increasing the public’s access to information and, sometimes, misinformation. Less obvious are the limits imposed by the culture itself which both implicitly and explicitly may control what questions can and should be asked and which are ignored. These forces all together have serious impacts on what we seek to know and what we are content not to know. 

Because the question of the limits on knowledge and their relationship to power, policy, intellectual life, and privacy in a democracy is eternal, and because what has been made possible by technology and globalization has so drastically altered the possibilities both of limits and no limits, the question of limits has become more urgent than ever, which is the reason we are proposing a Social Research conference on this subject. The conference will not only examine the question of limits in the new global environment but the ways in which limits may both support or undermine democracy. 

This conference is made possible by generous support from Eugene Lang College The New School for Liberal Arts, Rockefeller Brothers Fund, and Russell Sage Foundation. 

_________ 

Cryptome: This statement is a perfect example of authoritative assertion of the danger of too much information that is not limited by authoritatives to protect the nation and its citizens. Cryptome will report on the conference, join in hooting, hissing, dissing, dissolving limit-setting reputables. Come along, YouTube, Twit, Face yourself. 



http://www.defense.gov/releases/release.aspx?releaseid=13328 

Wounded Warrior Web Site Upgraded 

The Department of Defense announced today that its National Resource Directory (NRD) Web site for wounded, ill and injured service members, veterans, their families and those who support them, recently received a comprehensive system upgrade to provide users with easier access. This Web site is a collaborative effort between the Departments of Defense, Veterans Affairs (VA) and Labor (DOL), and compiles federal, state, local and non-profit resources for wounded warriors, veterans, family members and caregivers in a single, searchable site. 

http://www.defense.gov/news/casualty.pdf 
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http://www.nytimes.com/2010/02/23/books/23watchers.html 

Book Review 

THE WATCHERS - The Rise of America’s Surveillance State 

By Shane Harris 

Illustrated. 418 pages. Penguin Press. $27.95. 

For the spymasters, this spotlight was decidedly unwelcome. “The fact that we’re doing it this way,” Mike McConnell, a director of intelligence in the Bush administration, said a few years ago in the midst of the fierce public debate over government surveillance powers, “means that some Americans are going to die.” Mr. McConnell is one of the recurring characters in “The Watchers: The Rise of America’s Surveillance State” by Shane Harris, but this is not a book that Mr. McConnell is likely to rush out to buy. Mr. Harris, with some success, does what Mr. McConnell and others in the intelligence world have found so objectionable: he watches the watchers. ... 

Largely unanswered is a core question surrounding the new surveillance model and the fancy data-mining algorithms that come with it. Does this stuff really work? Can data-mining tools originally developed to find Las Vegas card counters and cheats actually identify would-be terrorists? When the question is addressed, the results are discouraging. Mr. Harris recounts one test run by the N.S.A. of the tools that Admiral Poindexter had developed: “The T.I.A. tools crashed. They were simply incapable of processing so much information in real time. Like balloons affixed to a fire hydrant, they burst.” The watchers, it seems, have plenty to watch. The problem is that much of the time, they may not know what they’re looking at. 

__________ 

http://www.nytimes.com/2010/02/23/us/politics/23center.html 

Hurdles Hinder Counterterrorism Center 

By ERIC SCHMITT and THOM SHANKER 

Published: February 22, 2010 

WASHINGTON — The nation’s main counterterrorism center, created in response to the intelligence failures in the years before Sept. 11, is struggling because of flawed staffing and internal cultural clashes, according to a new study financed by Congress. 

http://graphics8.nytimes.com/packages/pdf/world/201002pnsrReport.pdf (2.8MB) 

In 2009, in partial fulfillment of its congressional mandate, the Project on National Security Reform conducted a comprehensive study of the National Counterterrorism Center’s (NCTC) mission to integrate whole-of-government counterterrorism capabilities into strategic plans. A team of distinguished professionals from across the counterterrorism community informed and guided the study. 

The report calls for strengthening the interagency processes that serve as the connective tissue among government agencies charged with countering the terrorist threat. It focuses on the Directorate of Strategic Operational Planning (DSOP) within NCTC, but identifies many systemic impediments with implications for the broader national security system. The review, based on the results of extensive research and engagement with government stakeholders, includes steps that the President, National Security Staff, NCTC, and Congress could take immediately to further national security reform. 

Most of the analysis for this report was completed before the unsuccessful attack on Northwest Airlines Flight 253 on Christmas Day. However, findings of the initial assessment conducted after this attack serve to validate the conclusions and recommendations of this study and make an even stronger case for action. This incident and other recent events reinforce the need for effective and integrated whole-of-government planning. 



Afpak Fun 

Obama's Afpak Military Dead - Total to 23 February 2010: 337 

Afpak Photo War Archive: http://cryptome.org/info/afpak-archive/afpak-archive.htm 
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During a medevac mission in Marjah, U.S. Army flight medic Sgt. Bryan Eickelberg, of Arden Hills, Minn. , bottom left, with Task Force Pegasus, sets up a backboard stretcher as he prepares to extricate a Marine from inside an armored vehicle disabled minutes earlier by a planted improvised explosive device, Helmand province, Afghanistan, Tuesday Feb. 23, 2010. Pegasus crews are providing daily the fast medical evacuation of those wounded in Marjah, as U.S. and Afghan troops take part in an assault on the Taliban stronghold. AP 
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During a medevac mission by the U.S. Army's Task Force Pegasus, flight medic Sgt. Bryan Eickelberg, center, directs Marines as they gently extricate a wounded comrade following an attack on their armored vehicle by a planted improvised explosive device, in Marjah, Helmand province, Afghanistan, Tuesday Feb. 23, 2010. AP 
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During a medevac mission by the U.S. Army's Task Force Pegasus, flight medic Sgt. Bryan Eickelberg, second from left, directs Marines as they prepare to carry two wounded comrades to a waiting helicopter, following an attack on their armored vehicle by a planted improvised explosive device, in Marjah, Helmand province, Afghanistan, Tuesday Feb. 23, 2010. 
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During a medevac mission by the U.S. Army's Task Force Pegasus, flight medic Sgt. Bryan Eickelberg, bottom right, directs Marines as they help him strap a wounded comrade onto a backboard, following an attack on their armored vehicle by a planted improvised explosive device, in Marjah, Helmand province, Afghanistan, Tuesday Feb. 23, 2010. AP 
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During a medevac mission by the U.S. Army's Task Force Pegasus, Marines carry a wounded comrade to a waiting helicopter, following an attack on their armored vehicle by a planted improvised explosive device, in Marjah, Helmand province, Afghanistan, Tuesday Feb. 23, 2010.  AP 
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U.S. soldiers with Delta Company 4th Brigade combat team, 2-508, 82nd parachute infantry Regiment, patrol in the Arghandab valley in Kandahar province, southern Afghanistan,. February 23, 2010. Reuters 
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Afghans take part in a drawing competition during a mine awareness ceremony organized by the Mine Action Coordination Centre of Afghanistan (MACCA) in Kabul February 23, 2010. Reuters 
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Die URL bei Nickles 
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funktionierte nicht. 

Aber (wie links zu sehen) 

Google bot u.a. eine Cache-Kopie an. 

Die ist  dann oben zu sehen. 

Allerdings erst über eine weitere zwischengeschaltete Seite:
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Über diese Seite funktionierte es dann. 
Das alles ohne jeden Trick. 

Jedermann hätte das so schaffen können.
Insgesamt kommt mir der Inhalt der Webseite für einen „index“ sehr merkwürdig vor. 

Ich habe mich noch nicht näher damit befasst und weiss das alles nicht recht zuzuordnen. 

Naja, guckt es Euch an. 

Ich schmeiss meine gleich weg, weil ich Besseres zu tun habe. 
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